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RETENTION AND DISPOSAL: 

Delete entry and replace with 
‘Records are maintained for current 
fiscal year. Destroy 6 years and 3 
months after the close of the fiscal year.’
* * * * *

CIG–11 

SYSTEM NAME: 

Budget Information Tracking System 
(BITS). 

SYSTEM LOCATION: 

Office of the Chief of Staff, Office of 
the Comptroller, Office of the Inspector 
General of the Department of Defense, 
400 Army Navy Drive, Arlington, VA 
22202–4704. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

All Office of the Inspector General 
(OIG) employees who participate in OIG 
Travel, Permanent Change of Station, 
Awards, and Training. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Individual’s name, Social Security 
Number, grade and or rank, financial 
transaction document number, and the 
cost records of the OIG employees who 
have been approved for Temporary 
Duty; Permanent Change of Station 
(PCS); and an employee cash award. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Pub. L. 95–452, the Inspector General 
Act of 1978, as amended; 5 U.S.C. 301, 
Departmental Regulations; DoD 7000.14-
R, DoD Financial Management 
Regulation; DoD Directive 5106.1, 
Inspector General of the Department of 
Defense, Organization and Functions 
Guide; OIG DoD Instruction 7200.1, 
Budget and Fund Control; OIG DoD 
Instruction 7250.13, Official 
Representation Funds; and E.O. 9397 
(SSN). 

PURPOSE(S): 

Information is used in determining 
current year execution and future 
budgetary requirements for the OIG as 
follows: 

a. Tracking temporary duty travel 
costs. 

b. Tracking Permanent Change of 
Station costs. 

c. Maintain spreadsheets maintained 
by Human Resources Training/purchase 
cardholders. 

d. Tracking cash award costs.

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 

or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the OIG’s 
compilation of systems of records 
notices also apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Paper records in file folders and or 

binders and on electronic storage media 
or a combination thereof. 

RETRIEVABILITY: 
Records are retrieved by the 

individual’s financial transaction 
document number. A specified data 
element or a combination thereof 
contained in this system of records are 
used for accessing information. 

SAFEGUARDS: 
Access to the system is protected/

restricted through the use of assigned 
user identification/passwords for entry 
into system modules. 

RETENTION AND DISPOSAL: 
Records are maintained for current 

fiscal year. Destroy 6 years and 3 
months after the close of the fiscal year. 

SYSTEM MANAGER(S) AND ADDRESS: 
Comptroller, Office of the Chief of 

Staff, Office of the Inspector General of 
the Department of Defense, 400 Army 
Navy Drive, Arlington, VA 22202–4704. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether this system of records contains 
information about themselves should 
address written inquiries to the Chief, 
Freedom of Information Act/Privacy Act 
Office, 400 Army Navy Drive, Arlington, 
VA 22202–4704. 

The request should contain the full 
name, address, and Social Security 
Number of the individual. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to records 

about themselves contained in this 
system of records should address 
written inquiries to the Chief, Freedom 
of Information Act/Privacy Act Office, 
400 Army Navy Drive, Arlington, VA 
22202–4704. 

The request should contain the full 
name, address, and Social Security 
Number of the individual. 

CONTESTING RECORD PROCEDURES: 
The OIG’s rules for accessing records 

and for contesting contents and 
appealing initial agency determinations 

are published in 32 CFR part 312 or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES 

Data maintained in the system is 
obtained directly from the individual on 
the following forms: 

a. Request to Temporary Duty Travel 
Form, provided to the Travel Section 
with information obtained from the 
individual traveler; 

b. Request for Permanent Change of 
Station Form, provided by the Personnel 
and Security Directorate and Travel 
Section with information obtained from 
the individual; 

c. Request for Training Form, 
provided by the Training Officer within 
each segment of the Office of the 
Assistant Inspector General with 
information obtained from the 
individual; and 

d. Incentive Awards Nomination and 
Action Form, provided by the Personnel 
and Security Directorate with 
information obtained from an 
individual’s supervisor and personnel 
records. To the extent that a follow-up 
to resolve discrepancies is required, 
information is collected directly from 
the individual or the appropriate office 
within the Office of the Inspector 
General on Department of Defense (DD) 
Forms 1610 and 1614, Standard Form 
182, and IG Form 1400.430–3. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None.

[FR Doc. 03–18648 Filed 7–22–03; 8:45 am] 
BILLING CODE 5001–08–U

DEPARTMENT OF DEFENSE

Department of the Army 

Privacy Act of 1974; System of 
Records

AGENCY: Department of the Army, DoD.
ACTION: Notice to amend systems of 
records. 

SUMMARY: The Department of the Army 
is amending one system of records 
notice in its existing inventory of 
records systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended.

DATES: This proposed action will be 
effective without further notice on 
August 22, 2003 unless comments are 
received which result in a contrary 
determination.

ADDRESSES: Department of the Army, 
Freedom of Information/Privacy Act 
Office, U.S. Army Records Management 
and Declassification Agency, ATTN: 

VerDate Jan<31>2003 14:42 Jul 22, 2003 Jkt 200001 PO 00000 Frm 00016 Fmt 4703 Sfmt 4703 E:\FR\FM\23JYN1.SGM 23JYN1



43503Federal Register / Vol. 68, No. 141 / Wednesday, July 23, 2003 / Notices 

TAPC–PDD–FP, 7798 Cissna Road, 
Suite 205, Springfield, VA 22153–3166.

FOR FURTHER INFORMATION CONTACT: Ms. 
Janice Thornton at (703) 806–7137/DSN 
656–7137.

SUPPLEMENTARY INFORMATION: The 
Department of the Army systems of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The specific changes to the records 
system being amended are set forth 
below followed by the notice, as 
amended, published in its entirety. The 
proposed amendments are not within 
the purview of subsection (r) of the 
Privacy Act of 1974, (5 U.S.C. 552a), as 
amended, which requires the 
submission of a new or altered system 
report.

Dated: July 16, 2003. 
Patricia L. Toppings, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

AAFES 0410.01

SYSTEM NAME: 

Employee Travel Files (August 9, 
1996, 61 FR 41580).

Changes

* * * * *

STORAGE: 

Delete entry and replace with ‘Paper 
records in locked filing cabinets and on 
electronic storage media.’
* * * * *

RETENTION AND DISPOSAL: 

Delete entry and replace with ‘Paper 
records are destroyed after imaging and 
imaged documents are maintained for 7 
years.’
* * * * *

AAFES 0410.01 

SYSTEM NAME: 

Employee Travel Files. 

SYSTEM LOCATION: 

Headquarters, Army and Air Force 
Exchange Service, 3911 S. Walton 
Walker Boulevard, Dallas, TX 75236–
1598; Commander, AAFES Europe, Unit 
24580, APO AE 09245–4580; 
Commander, AAFES Pacific Rim 
Region, Unit 35163, APO AP 96378–
5163; and Base on post exchange within 
the AAFES system. Official mailing 
addresses are published as an appendix 
to the Army’s compilation of systems of 
records notices. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Employees of the Army and Air Force 
Exchange Service (AAFES) authorized 
to perform official travel. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Documents pertaining to travel of 
persons on official Government 
business, and/or their dependents, 
including but not limited to travel 
assignment orders, authorized leave en 
route, availability of quarters and/or 
shipment of household goods and 
personal effects, application for 
passport/visas; security clearance; travel 
expense vouchers; and similar related 
documents. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

10 U.S.C. 3013, Secretary of the Army 
and 8013; Army Regulation 215–1, The 
Administration of Morale, Welfare, and 
Recreation Activities and Non-
appropriated Fund Instrumentalities; 
Army Regulation 60–20, Army and Air 
Force Exchange Service Operating 
Policies; and E.O. 9397 (SSN). 

PURPOSE(S): 

To process official travel requests for 
military and civilian employees of the 
Army and Air Force Exchange Service; 
to determine eligibility of individual’s 
dependents to travel; to obtain 
necessary clearance where foreign travel 
is involved, including assisting 
individual in applying for passports and 
visas and counseling where proposed 
travel involves visiting/transiting 
communist countries. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

Information may be disclosed to 
attaché or law enforcement authorities 
of foreign countries. 

To the U.S. Department of Justice or 
Department of Defense legal/
intelligence/investigative agencies for 
security, investigative, intelligence, and/
or counterintelligence operations.

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the Army’s 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Paper records in locked filing cabinets 

and on electronic storage media. 

RETRIEVABILITY: 
By employee’s surname. 

SAFEGUARDS: 
Information is accessed only by 

designated individuals having official 
need therefore in the performance of 
their duties. 

RETENTION AND DISPOSAL: 
Paper records are destroyed after 

imaging and imaged documents are 
maintained for 7 years. 

SYSTEM MANAGER(S) AND ADDRESS: 
Commander, Army and Air Force 

Exchange Service, 3911 S. Walton 
Walker Boulevard, Dallas, TX 75236–
1598. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system should 
address written inquiries to the 
Commander, Army and Air Force 
Exchange Service, ATTN: Director, 
Administrative Services Division, 3911 
S. Walton Walker Boulevard, Dallas, TX 
75236–1598. 

Individual should provide full name, 
Social Security Number, current address 
and telephone number, details of travel 
authorization/clearance documents 
sought, and signature. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system should address written 
inquiries to the Commander, Army and 
Air Force Exchange Service, ATTN: 
Director, Administrative Services 
Division, 3911 S. Walton Walker 
Boulevard, Dallas, TX 75236–1598. 

Individual should provide full name, 
Social Security Number, current address 
and telephone number, details of travel 
authorization/clearance documents 
sought, and signature. 

CONTESTING RECORD PROCEDURES: 
The Army’s rules for accessing 

records and for contesting contents and 
appealing initial agency determinations 
are contained in Army Regulation 340–
21; 32 CFR part 505; or may be obtained 
from the system manager. 

RECORD SOURCE CATEGORIES: 
From the individual, official travel 

orders, travel expense vouchers, receipts 
and similar relevant documents. 
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EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None.

[FR Doc. 03–18647 Filed 7–22–03; 8:45 am] 
BILLING CODE 5001–08–U

DEPARTMENT OF DEFENSE

Defense Logistics Agency 

Privacy Act of 1974; Systems of 
Records

AGENCY: Defense Logistics Agency, DoD.
ACTION: Notice to add a system of 
records. 

SUMMARY: The Defense Logistics Agency 
proposes to add a system of records 
notice to its inventory of record systems 
subject to the Privacy Act of 1974 (5 
U.S.C. 552a), as amended.
DATES: This action will be effective 
without further notice on August 22, 
2003 unless comments are received that 
would result in a contrary 
determination.

ADDRESSES: Send comments to the 
Privacy Act Officer, Headquarters, 
Defense Logistics Agency, ATTN: DSS–
B, 8725 John J. Kingman Road, Suite 
2533, Fort Belvior, VA 22060–6221.
FOR FURTHER INFORMATION CONTACT: Ms. 
Susan Salus at (703) 767–6183.
SUPPLEMENTARY INFORMATION: The 
Defense Logistics Agency notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on July 9, 2003, to the House 
Committee on Government Reform, the 
Senate Committee on Governmental 
Affairs, and the Office of Management 
and Budget (OMB) pursuant to 
paragraph 4c of Appendix I to OMB 
Circular No. A–130, ‘Federal Agency 
Responsibilities for Maintaining 
Records About Individuals,’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427).

Dated: July 15, 2003. 
Patricia L. Toppings, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

S700.20 

SYSTEM NAME: 
Passport, Visa, and Country Clearance 

Files. 

SYSTEM LOCATION: 
Records are located at the offices of 

authorized passport agents at 

Headquarters, Defense Logistics Agency, 
8725 John J. Kingman Road, Stop 6220, 
Fort Belvoir, VA 22060–6221, and DLA 
field units. Official mailing addresses 
are published as an appendix to DLA’s 
compilation of systems of records 
notices. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Defense Logistics Agency (DLA) 
civilian employees, military members, 
and other individuals who travel to 
overseas locations under DLA 
sponsorship. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

The records include name; Social 
Security Number; nationality; date and 
place of birth; security clearance; travel 
itinerary; and applications for passports, 
visas, and theater and country 
clearances, including supporting 
documentation. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

5 U.S.C. 301, Departmental 
Regulations; 5 U.S.C. 5702 et seq., 
Travel, Transportation and Subsistence; 
10 U.S.C. 136, Under Secretary of 
Defense for Personnel and Readiness; 22 
U.S.C., Chapter 4, Passports; DoD 
Regulation 1000.21, Passport and Visa 
Application Procedures; and E.O. 9397 
(SSN). 

PURPOSE(S): 

Information is being collected and 
maintained to comply with 
requirements to gain clearances and 
approvals to travel to, or within, foreign 
countries. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

To officials and employees of other 
departments and agencies of the 
Executive Branch of government for 
purposes of securing passports or other 
required clearances. 

To Foreign embassies, legations, and 
consular offices where visas or country 
entrance clearances are required.

To commercial carriers providing 
transportation to individuals whose 
applications are processed through this 
system of records. 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of DLA’s 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are stored in paper and 

electronic format. 

RETRIEVABILITY: 
Records are retrieved by name, Social 

Security Number, passport, or clearance 
request number. 

SAFEGUARDS: 
Computerized records are maintained 

in a controlled area accessible only to 
authorized personnel. Entry to these 
areas is restricted by the use of locks, 
guards, and administrative procedures. 
Access to personal information is 
limited to those who require the records 
in the performance of their official 
duties. Access to personal information 
is further restricted by the use of 
passwords, which are changed 
periodically. Records are secured in 
locked or guarded buildings, locked 
offices, or locked cabinets during non-
duty hours. 

RETENTION AND DISPOSAL: 
Application files and related papers 

are destroyed when 3 years old or upon 
separation of the bearer, whichever is 
sooner. Official passports are returned 
to the Department of State upon 
expiration or upon separation of the 
employee. 

SYSTEM MANAGER(S) AND ADDRESS: 
Staff Director, DLA Support Services, 

Business Management Office, 
Headquarters, Defense Logistics Agency, 
8725 John J. Kingman Road, Stop 6220, 
Fort Belvoir, VA 22060–6221, and the 
heads of DLA field activities. Official 
mailing addresses are published as an 
appendix to DLA’s compilation of 
systems of records notices. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether this system of records contains 
information about themselves should 
address written inquiries to the Privacy 
Act Officer, Defense Logistics Agency, 
ATTN: DSS-B, 8725 John J. Kingman 
Road, Stop 6220, Fort Belvoir, VA 
22060–6221, or the Privacy Act Officer 
of the particular DLA activity involved. 
Official mailing addresses are published 
as an appendix to DLA’s compilation of 
systems of records notices. 

Individuals must supply the name of 
the DLA facility or activity where 
employed at the time the papers were 
created or processed. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
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